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IBEX PRIVACY NOTICE 
 
Ibex Recruitment Ltd – Trading as Ibex Talent Solutions (“Ibex”) are committed to protecting and 
respecting your privacy. 
 
Ibex will be what is known as the 'Controller' of the personal data you provide to us. Ibex’s registration 
number is 11681935 and our registered address is Ibex Talent Solutions, 18 Hatfields, South Bank, London, 
SE1 8DJ. 
 
Ibex is committed to protecting and respecting your privacy. This notice sets out the basis on which any 
personal data we collect from you, or that you provide us, will be processed by us. 
  
 
Who we are and what we do 

We are a Talent Solutions provider and recruitment business as defined in the Employment Agencies and 
Employment Businesses Regulations 2003 (our business).  We also provide the following other services 
RPO, Consultancy.  We collect the personal data of the following types of people to allow us to undertake 
our business: 
 

• Prospective and placed candidates for permanent or contract roles; 
• Prospective and live client contacts; 
• Supplier contacts to support our services; 
• Employees, consultants, temporary workers; 

 
We collect information about you to carry out our core business and ancillary activities. 
 
Information you give to us or we collect about you.  

This is information about you that you give us by filling in forms on our site www.ibextalentsolutions.com 
(our site) or by corresponding with us by phone, e-mail or otherwise. It includes information you provide 
when you register to use our site, to enter our database, subscribe to our services, attend our events, 
participate in discussion boards or other social media functions on our site, enter a competition, 
promotion or survey, and when you report a problem with our site.  
 
The information you give us or we collect about you may include your name, address, private and 
corporate e-mail address and phone number, financial information, compliance documentation and 
references verifying your qualifications and experience and your right to work in the United Kingdom, 
curriculum vitae, links to your professional profiles available in the public domain e.g. LinkedIn, Twitter, 
GitHub, business Facebook or corporate website. 
 
Ibex will also store information relating to previous dealings with us, including job applications, email 
and telephone communications, job interviews and placements. 
 
Where appropriate, and in accordance with local laws and requirements, we may also collect information 
related to diversity, security clearance status or details of any criminal convictions. 
 
Information we obtain from other sources.  

This is information we obtain about you from other sources such as LinkedIn, corporate websites, job 
board websites, online CV libraries, your business card, personal recommendations, and online portfolios. 
In this case we will inform you, by sending you this privacy notice, within a maximum of 30 days of 
collecting the data of the fact we hold personal data about you, the source the personal data originates 
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from and whether it came from publicly accessible sources, and for what purpose we intend to retain and 
process your personal data. 
 
 
Purposes of the processing and the legal basis for the processing 

Our legal basis for the processing of personal data is our legitimate business interests, described in more 
detail below, although we will also rely on contract, legal obligation and consent for specific uses of data. 
 
We will rely on contract if we are negotiating or have entered into a placement agreement with you or 
your organisation or any other contract to provide services to you or receive services from you or your 
organisation. 
 
We will rely on legal obligation if we are legally required to hold information on to you to fulfil our legal 
obligations. 
 
We will, in some circumstances, rely on consent for particular uses of your data and you will be asked for 
your express consent, if legally required. Examples of when consent may be the lawful basis for processing 
include permission to introduce you to a client (if you are a candidate). 
 
We do/do not undertake automated decision making or profiling. We use our computer systems to search 
and identify personal data in accordance with parameters set by a person. A person will always be involved 
in the decision making process.  
 
Do you have to provide us with personal data? 

You may refuse to give us your personal and sensitive personal data. Furthermore, you have the right to 
ask us to delete, change or stop processing your data that we have already received or collected. If you do 
not provide us with personal or sensitive personal data, or if you request a restriction of processing 
however, we may not be able to provide you with the services that you have requested and that are stated 
in this policy. 
 
Where we store and process your personal data 

All of the personal data we hold about you will be processed by our staff in the United Kingdom, and 
accessed by our cloud-based CRM system, Vincere. We take all reasonable steps to ensure that your 
personal data is processed securely and prevent unauthorised access to, and misuse of your personal data. 
 
Where we have given you (or where you have chosen) a password which enables you to access certain 
parts of our site, you are responsible for keeping this password confidential. We ask you not to share a 
password with anyone.  
 
Unfortunately, the transmission of information via the internet is not completely secure. Although we 
will do our best to protect your personal data, we cannot guarantee the security of your data transmitted 
to our site; any transmission is at your own risk. Once we have received your information, we will use 
strict procedures and security features to try to prevent unauthorised access. 
 
Retention of your data 

We will delete candidate personal data from our systems if we have not had any meaningful contact with 
you for five years (or for such longer period as we believe, in good faith, that the law or relevant regulators 
require us to preserve your data). After this period, it is likely your data will no longer be relevant for the 
purposes for which it was collected. 
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We will consider there to be meaningful contact with you if you submit your updated CV onto our 
website, apply for jobs with us or we receive an updated CV from a job board. We will also consider it 
meaningful contact if you communicate with us about potential roles, either by verbal or written 
communication or engage with any of our marketing communications. 
 
Under new data protection regulations (GDPR), we are required to keep the data we hold accurate and, 
where necessary, up to date. As such, we will make an effort to regularly communicate with you to ensure 
your data is up to date and accurate. 
 
Whilst we will endeavor to permanently erase your personal data once it reaches the end of its retention 
period or where we receive a valid request from you to do so, some of your data may still exist within an 
archive system. While certain details may still exist on an archive system, this cannot be readily accessed 
by any of our operational systems, processes or staff. 
 
Your rights 

You have the right to ask us not to process your personal data for marketing purposes. We will usually 
inform you (before collecting your data) if we intend to use your data for marketing purposes or if we 
intend to disclose your information to any third party for marketing purposes. We will collect express 
consent from you, if legally required, prior to using your personal data for marketing purposes. 
 
Our site may, from time to time, contain links to and from the websites of our partner networks, 
advertisers and affiliates. If you follow a link to any of these websites, please note that these websites have 
their own privacy policies and that we do not accept any responsibility or liability for these policies. Please 
check these policies before you submit any personal data to these websites. 
 
The GDPR provides you with the right to: 

• Request correction of the personal information that we hold about you. This enables you to have 
any incomplete or inaccurate information we hold about you corrected. 

• Request erasure of your personal information. This enables you to ask us to delete or remove 
personal information where there is no good reason for us continuing to process it. You also have 
the right to ask us to delete or remove your personal information where you have exercised your 
right to object to processing (see below). 

• Object to processing of your personal information where we are relying on a legitimate interest (or 
those of a third party) and there is something about your particular situation which makes you want 
to object to processing on this ground. You also have the right to object where we are processing 
your personal information for direct marketing purposes. 

• Request the restriction of processing of your personal information. This enables you to ask us to 
suspend the processing of personal information about you, for example if you want us to establish its 
accuracy or the reason for processing it. 

• Request the transfer of your personal information to another party in certain formats, if 
practicable. 

• Make a complaint to a supervisory body which in the United Kingdom is the Information 
Commissioner’s Office. The ICO can be contacted through this link:  https://ico.org.uk/concerns/. 

  
Access to information   

The Data Protection Act 2018 and the GDPR give you the right to access information held about you.  We 
also encourage you to contact us to ensure your data is accurate and complete. Your right of access can 
be exercised in accordance with the Act and the GDPR. 
 

https://ico.org.uk/concerns/


  

  
 

Privacy Notice  

A subject access request should be submitted to info@ibex-ts.com. No fee will apply (unless the requests 
from a data subject are manifestly unfounded or excessive, in particular because of their repetitive 
character. In such circumstances, we may charge a fee or refuse to act on the request). 
 
  

mailto:info@ibex-ts.com
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Changes to our privacy notice   

Any changes we make to our privacy notice in the future will be posted on this page and, where 
appropriate, notified to you by e-mail. Please check back frequently to see any updates or changes to our 
privacy notice. 
  
Contact   

Questions, comments and requests regarding this privacy notice are welcomed and should be addressed 
to info@ibex-ts.com.  
 
 

mailto:info@ibex-ts.com

	IBEX PRIVACY NOTICE
	Who we are and what we do
	Information you give to us or we collect about you.
	Information we obtain from other sources.
	Purposes of the processing and the legal basis for the processing
	Do you have to provide us with personal data?
	Where we store and process your personal data
	Retention of your data
	Your rights
	The GDPR provides you with the right to:
	Access to information
	Changes to our privacy notice
	Contact


