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MXC (Meta X Connect) founded in 2018 as a non-profit organization, is reshaping 
the AI and Blockchain industries by collectively building a free and decentralized 
global data network.

The key to the MXC Data Network is our robust mining community and the collec-
tive power of the sprawling MXC supporter base. Using the world’s only Low-Power 
Multi-Token Miner, (the M2 Pro Miner)miners intertwine and build the world’s larg-
est Low-Power Wide-Area Data Network via the Metaverse. MXC has introduced a 
revolutionary protocol, known as Meta X Protocol or MXProtocol, based upon Proof 
of Participation mining principles, exploiting LoRaWAN technology to create a glob-
al data republic network utilized for real world adoption. This protocol is designed to 
empower Web 3.0 and a mix of blended reality metaverse infrastructures to simplify 
and increase data transmissions and participation.

Meta X Connect is a utility token ($MXC), allowing for the increased frequency of 
data transactions and idiosyncratic data flows within the AI and blockchain mar-
kets. The MXProtocol ensures networks are created and connected via a decentral-
ized and robust protocol using an interchain data market, encouraging participation 
via Proof of Participation “PoP” Mining. The mechanism also allows for the provi-
sioning of any tangible smart Internet of Things (IoT) devices with minimal cost, cre-
ating a framework for data providers and receivers to produce their own GDPR-safe 
AI and blockchain NFTs.

The protocol allows individual network users, corporations, and enterprises to partic-
ipate in constructing a global decentralized and secured network for their individu-
als within the MXC platform. 

Device provisioning, tags, sensors, and smart connected devices on the network take 
advantage of unlimited downlink and uplink resources in the MXC LPWAN data 
republic with no cost, increasing global LPWAN coverage, allowing any device to 
access the network to share, to commit or engage with data, creating a unique val-
ue on the Blockchain, for Web 3.0, and the Metaverse. 

Abstract
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Our mission is to build the world’s first decentralized, fair, and free global data 
network employing the MXProtocol, where devices are able to communicate and 
transmit 

valuable encrypted data, in the aim to revolutionize the global data economy by 
using the power of blockchain technology and the MXC data republic. 

Our vision is to enhance our world where everything is connected and decentral-
ized, all built and verifiable on the blockchain.

Mission & Vision
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Meta X Connect is a non-profit organization with offices across many cities world-
wide, from Berlin, Shenzhen, Saint Vincent and the Grenadines, through to Shang-
hai. MXC partners with various LPWAN and Low Earth Orbit (LEO) satellite compa-
nies to empower its vision of achieving a robust and thriving data economy. At Meta 
X Connect, we have built a revolutionary protocol known as the MXProtocol. This 
protocol uses LPWAN technology and bridges the AI and blockchain data gap be-
tween other Web 3.0 infrastructures. 

The Internet of Things (IoT) has been discussed for over a decade and has seen tre-
mendous growth in its applications globally. The primary focus of IoT network ap-
plications is to build a bridge or connect  “things” with one another and the internet, 
aiming to transmit and receive data packets from objects that can’t speak for them-
selves. 

The applications of this newfound technology for increased data are limited due to 
the current methods offering low range and high power consumption, making it 
unattractive for providers to adapt to it. Moreover, they offer very low usability, thus 
hindering the need for the development of new technology. 

At Meta X Connect, we solve this issue using LPWAN and LEO satellites, ensuring a 
smooth transmission of device data for Web 3.0 and the metaverse. This is exactly 
what we are building for the world using the MXProtocol. 

The MXProtocol is central to achieving these objectives, as it’s based on our Proof of 
Participation (PoP) consensus mechanism, taking advantage of LPWAN technology 
to create a decentralized infrastructure. The protocol supports and extends the mas-
sive data economy globally and ensures the decentralization of the sharing econ-
omy by its community, making it available to everyone. The beauty of the MXPro-
tocol is that it allows anyone to connect any LoRaWAN device to the network, and 
one can take advantage of a completely connected world via data transfers.

3 Background
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A low-power wide-area network, or LPWAN, is a type of wireless technology that 
has gained prominence in recent years with the goal of finding a better data trans-
mission solution to the shortcomings of WiFi, Bluetooth, 3G, 4G, and 5G networks. 

Previously established networks were originally targeted for connecting people, not 
connecting data generated by “things”. The amount of machine-generated data has 
exponentially increased over the years. LPWAN technology offers aspects where 
others simply can’t compete:

- 10-year sensor battery life
- 20 km data reach with just a single miner
- Extreme amounts of connection points (over 60,000 for a single  network cell)   
  supported by LPWAN miners at an extremely low cost

Figure 1: The comparison of LPWAN and other technologies

3.1 LPWAN vs Other 
Technologies
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The solution MXC offers compared to current wireless networks is far superior. Illus-
trated in figure 1, LoRa and NB-IoT are simply the most potent solutions on the LP-
WAN market. While covering local indoor areas, MXC is planning to offer LEO satel-
lite infrastructure that can even support mobile devices for transmitting data.

LoRaWAN has entered the atmosphere as an open-source protocol defined by the 
LoRa Alliance. This protocol is supported and underwritten by industry giants such 
as Cisco, IBM, Alibaba, and many more. The advantages of LoRaWAN are the cov-
erage of open space, low data rates (low-levels of kbps (kilobits per second)),  and 
ultra-low power that allows for 10 years of continued operation on a single battery.

Both gateways and sensors use the LoRaWAN protocol. Devices of any brand are 
compatible and can be supported and connected to the network as long as they 
operate on the same LoRa/LPWAN protocol. The MXProtocol is an even better ver-
sion of the LoRaWAN protocol in various ways. All the LoRaWAN devices are easily 
integrable and can be connected to the MXC ecosystem by provisioning them to join 
the network.

3.1.1 LoRaWAN
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NB-IoT is a narrowband radio technology that’s specified by 3GPP as a licensed 
telecommunications protocol. NB-IoT lays its focus on mobile communication, low 
throughput, and long battery life principles, enabling a larger number of connected 
devices to this network.

The advantage for MXC IoT users is that it gives every individual the power to host 
their own network wherever and whenever they would like. Compare this with the 
NB-IoT base stations (which are owned by telecommunications conglomerates) 
who charge users expensive SIM Card fees to send data packets over the internet 
through the NB-IoT protocol, and advantages become readily apparent.

The MXProtocol supports all of the aforementioned LPWAN technologies,  
LoRaWAN gateways, and LoRaWAN sensors. That’s decentralization and the ad-
vantage of running on MXC. 

3.1.2 NB-IoT
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When deploying LPWAN, the first consideration is to understand how to enable the 
community to maintain the quality of services for the network. Generally, the issue 
comes from the fact that the community members are mostly radio amateurs that 
know little about how radio stations work.

As a result, it is typically hard to reach a consensus between these networks, and 
thus the deployment suffers as the network usage increases. The decentralization 
and distributed mechanism of the MXProtocol solves this issue by coordinating the 
networks via blockchain. The network evolves by having users pay for the services 
like Proof of Location, or NFTs that another one offers. Another consideration per-
tains to the requirements for individuals and small to medium enterprises (SMEs) to 
authenticate the location of their devices using LPWAN technology. Within LPWAN, 
both the data stream and Proof of Location features are simplified, easy to read, and 
can be digitally validated from many kilometers away. This makes the data service 
a clear necessity for the needs of the LPWAN market of tomorrow. With respect to 
the needs of individuals or SMEs, it’s likely that such enterprises will wish to deploy 
their own LPWAN to cover an entire city or a region for its own specific applications 
such as asset tracking (e.g. automobile) or sensor data management. This is a per-
fect solution for “large enterprises”. With its long-range capabilities, LPWAN technol-
ogy ensures that sensor data is securely transmitted as per the protocol design.

This leads to one of the key aspects of the MXProtocol: making the network open 
and free, while enabling communities to achieve more. Using the MXProtocol, ser-
vices within the LPWAN infrastructure will provide third party sensors/end devices, 
ensuring that the location is conveniently, correctly, and concisely transmitted se-
curely, while being maintained by the support of Supernodes. The industry has been 
waiting for a decentralized and consensus-based mechanism to improve the usabili-
ty of LPWAN, and MXC is delivering this.

3.1.3 Design Aims
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LPWAN mostly covers low data-rate technologies such as NB-IoT and LoRa. The in-
troduction of our MXProtocol elevates IoT technology to another level and can sup-
port LEO (Low Earth Orbit) satellite networks that are active at an altitude between 
20 and 40 kilometers.

A great complement to this are low data-rate technologies. LEO satellites function 
as a data channel for devices to connect to the metaverse, which would make the 
decentralized network much more versatile. MXC can provide stable broadband 
internet to the public by connecting LEO satellite data with miners powered by Web 
3.0 technology.

The 802.11ax standards are designed by the IEEE Committee in order to facilitate the 
low-power fast throughput of the network. This will allow users to use upwards of 
gigabits of throughput while keeping the power consumption at 1/10th of what 5G 
uses. With the MXProtocol we are aiming to integrate LEO satellite technology with 
802.11ax as a part of LPWAN in order to deliver a comprehensive data network ac-
cess to a wider public and allow more devices to connect from ground miner units.

3.2 LEO Satellites

3.2.1 Broadband Web 3.0 Network
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Users normally don’t give other users access to their home network where personal 
home devices are connected. It’s of great importance to differentiate home networks 
and LEO satellite networks due to user agreements in regards to data transfers. Not 
everyone wants to share their data with businesses. In addition to this, usually LEO 
satellites with dishes as antennas need to face a clear sky view in order to have a 
stable connection with a wide reach. Therefore, using high-performance antennas 
on LEO satellites is needed to make sure that the home network is accessible from 
the ground. This feature is considered thoroughly by MXProtocol.

3.2.2 Design Aims
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MXC offers a decentralized “Free and Open Network to All” with collaboration op-
portunities for the global AI (Artificial Intelligence) industry, the blockchain econo-
mies built on Web 3.0, and the metaverse. Any kind of data will be able to be shared 
on a mass scale with infinite possibilities - permissionless, scalable, and trustless 
while still ensuring complete end-to-end privacy. MXC tokens tend to be distributed 
amongst the data owners, data receivers, and data network hosts, allowing for a 
facilitated cross-over from a commodity-based token into an everyday trading cur-
rency in Web 3.0 and the metaverse.

4. MXC Economy
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The MXC token is a special utility token that is uniquely designed to bridge the cur-
rent commodity-based trading of cryptocurrency tokens and the devices connected 
to the global economy. MXC is disruptively utilizing the “sharing economy”, and 
uses this as an accelerator, allowing large businesses, SMEs and individuals to col-
lect GDPR/CCPA-safe and regulated data from daily scenarios using Edge AI.

An advantage of the Edge AI platform is that it’s built with the MXProtocol and con-
nects all the devices that are equipped with neural network hardware capacities. In 
order to analyze data patterns, the gathered data will be compressed in a package 
of results and be sent through the MXProtocol to the users. This also emphasizes 
that the GDPR and CCPA requirements are fulfilled concerning privacy related pat-
terns like human faces or paces that are not pre-trained in the platform. No personal 
or privacy-related data will be collected, as it is automatically ignored by the hard-
ware neural networks.

Businesses will be able to benefit from this by using these user-based networks 
to send the validated NFC data for NFT services, and Edge AI data that allows the 
metaverse to sense the real world. Wallets are stored in the cloud, allowing individ-
uals to benefit from businesses’ Edge AI data and NFC validated data via their LP-
WAN. The tokens are then sent from the device owners that MXProtocol addresses 
to the Supernodes for using the service. 

The MXProtocol incentivizes network participants to use, deploy, and trade their 
Edge AI devices and network elements. In addition to that, it is a people-owned 
secure and private network that won’t incur GDPR and CCPA violations in regard to 
collecting personal data.

4.1 Edge AI Platform
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Meta X Connect and its affiliates have been highly successful with regard to the 
design and production of high-end LPWAN hardware. The token utility of the shar-
ing economy will allow for a massive influx of Non-Fungible Tokens (NFTs) amongst 
individuals and companies, supplying better access towards artworks, agricultural 
products, luxury items, and unique creations. NFTs are also the foundation of the 
metaverse and a large variety of Web 3.0 applications.

MXC NFTs open a completely new door and new way for individuals and compa-
nies to both trade and manage their unique assets. The current assets that are seen 
as commodities are easily pirated and can be reproduced by anyone without any 
of them knowing that the data has potentially already been corrupted, seen, and/or 
shared amongst potential competitors/untrusted parties. LPWAN NFTs allow corpo-
rations and individuals to track both physical goods and tangible datasets, ensuring 
that the buyers/receivers of the goods are the only parties who have received these 
data/physical goods, and for this information to come from a qualified and reliable 
source.

LPWAN NFTs bridge the digital world with real-world assets, since each item will 
have its unique identity that is verifiable on the blockchain through MXProtocol. This 
adds a great usability to the current NFT exchanges that only support digital prod-
ucts. By applying LPWAN NFTs, individual items can be allocated to one dedicated 
source. Contrary to this, a buyer of a tangible product, for example, like Nike shoes 
with a QR code, has no way of knowing that the same shoe hasn’t been sold/repro-
duced and assigned to potentially multiple parties.

4.2 Blockchain Non-Fungible 
Tokens
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MXC is a decentralized blockchain-based AI platform with both narrow- and broad-
band networks, designed to revolutionize three core functions based around Web 3.0 
and the metaverse industry: data collection, data transactions, and data visualiza-
tions.

4.3 Data Bloom
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The future is here. The one constant evolving technology in everyone’s life from now 
is the amount of data accelerating and surrounding all of us. In the past, these kinds 
of statements were referred to as “people-generated data”. The times are changing, 
and the era of “machine-generated data” is taking over at a phenomenal rate.

The beauty of machine-based generated data when compared with human-based 
data is that it doesn’t sleep. Machine-based data is constant, and its reliability is 
unmatched when comparing to people-generated data. MXProtocol brings an un-
paralleled Edge AI platform that can process data according to pre-trained patterns 
while protecting data privacy, since all the data patterns that are not trained will be 
ignored. We call this Edge AI computing.

Google Maps or Here Maps are navigation apps that route people to street park-
ing. Their app features are to show people how many parking lots are available at 
the final destination of the user. This super simple act of reporting parking lots may 
seem like an impossible task, but it in fact requires planning and close partner man-
agement: When do cars leave? How often should the parking management system 
report? How many employees are required to report parking lots across the city? 
MXC simplifies such tasks using MXProtocol.

4.3.1 MXC-Assisted Parking
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Deploying and utilizing the Edge AI Camera situated above the streets, allowing 
analysis of parking data sent via M2 Pro Miners, enables the dApp to report parking 
lots in real time while still complying with the GDPR and CCPA regulations. What 
does this mean for the public?

- Saving fuel: Cars that are looking for parking lots will plan the route ahead, as op-
posed to circling close to their destination in order to find an empty spot, irrespective 
of whether the street is full or someone is waiting for a spot.

- Business insights: Useful information about parking is collected, including but not 
limited to: Which brands of cars pass by? How often do cars park? How many peo-
ple are passing by? Businesses can gain insights on how and which activities and 
compositions of the neighborhood take place and are able to plan their products 
and promotions targeting the neighborhoods more efficiently.

- Reducing traffic congestion: Parking your car can be frustrating when searching 
for empty parking spots. This can increase general traffic significantly. Being aware 
of the availability of parking lots in certain areas can reduce traffic congestion, thus 
allowing for a smoother and more efficient traffic flow.

Many of the above highlighted aspects make up the chain of events associated with 
what are deemed menial tasks but, as shown, the downstream effect is quite signif-
icant. The MXProtocol and Edge AI are ready to solve such issues, allowing for sim-
ple tasks to be categorized and to ensure that the exact resources that are needed 
are allocated in the correct way.
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Utilizing LoRaWAN tags, M2 Pro Miners and gateways can heavily increase the us-
ability of blockchain-based NFTs.

Adding LPWAN tags on any items such as artworks and luxury goods allows indi-
viduals to build their own IoT NFT, free from third party firms and networks charging 
exorbitant costs. IoT NFTs are also blockchain certificates of offline items that can’t 
be duplicated or eliminated.
The benefits of doing this for an artist is to allow them to issue their own artwork 
NFT without the need to understand blockchain technology. Using LPWAN signifi-
cantly reduces the costs, especially when compared to the costs of issuing IoT NFTs 
using a SIM card.

In addition to artworks, luxury products and expensive machines can be verified as 
NFTs via LPWAN and NFC, increasing the security, traceability, and authenticity for 
users, all at a very low cost compared to current methods.

By bringing such key services, MXC provides transparency, which greatly enhances 
the customer’s experience. MXC’s mission is to intensify the sharing of data while 
forging a union between blockchain, and data service needs, and those without fi-
nance but who have access to the network integration and distribution, eliminating 
borders, intermediaries, and prejudices.

The MXProtocol lays its focus on three foundational pillars:
1. Extending and supporting the massive AI and blockchain data economy
2. Utilizing the decentralized sharing economy
3. Exchanging assets within the current blockchain economy

The MXProtocol connects “things” together utilizing a market-based economy, 
which adds a plethora of new transmission points allowing more data to be shared, 
traded, sold, and analyzed for data mining.
Within the decentralized economy of MXC, everyone can validate from the sharing 
of data; end-to-end encryption grants the authorization of uses of NFT data. In ad-
dition to this, entire communities can benefit from transmitting their locations and 
acting as a network facility to transport the data gathered, bridging the real-world 
with the blockchain economy.

4.3.2 MXC-Assisted IoT NFTs
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The MXProtocol infrastructure consists of IoT NFTs, Edge AI devices, M2 Pro Miners, 
and cloud solutions. IoT NFTs and Edge AI devices collect data from “things”’, data is 
then sent to the cloud via LPWAN and LEO satellite miners. This is specifically de-
signed to be a decentralized solution, allowing everyone to suit their/the market’s 
needs. The usability of the hardware is designed as a “plug and play” approach/
solution, making installations simple without the need for a professional configu-
ration or technical background. It is designed to be easy to set up and to share the 
data.

Figure 2: The payment and dataflow of MXProtocol

5. The MXProtocol Stack
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The illustration in figure 2 demonstrates the flow of MXProtocol, or how LPWAN 
miners connect to each other in order to form either a decentralized mesh network 
as a collective cloud or the internet. The IoT NFT and Edge AI devices all communi-
cate with the M2 Pro Miners and/or gateways using LPWAN or LEO satellite tech-
nology for bidirectional communication. Notably, the IoT NFT and Edge AI devices 
are not purely limited to a few products or communication methods. In fact, any 
LoRaWAN compatible sensors can connect to the decentralized LPWAN network 
and start sending and receiving messages through Proof of Location by MXC’s de-
vice provisioning design.

Device provisioning allows the transfer of MXC from device payments, distributing 
the tokens to miners according to their Meta-XP, in direct proportion to how long 
they stay on the network and how well they maintain the devices. In addition, the 
MXProtocol facilitates the data and value flow of the LPWAN connectivity and 
makes the network more robust. Inside the ecosystem, each IoT NFT and Edge AI 
device has a unique MXC wallet within the dedicated Supernode and is assigned to 
an individual user. This is required in order to both pay for the network provisioning 
services and to receive mining from miner health services. 

Coinciding with the current LPWAN infrastructure protocols, the data links between 
M2 Pro Miners and IoT NFT/Edge AI devices are unregulated. As a result, there is 
no possibility to incentivize for forwarding data from the sensor to Supernode levels 
via the M2 Pro Miner. This means that, ultimately, the downlink resources would 
be free – as we believe they should be – only being allocated on a “first come, first 
serve” basis. There however is a possibility to set up bidding mechanisms for miners 
to offer premium features and services.

Proof of Location is the key functionality of the network, as miners can triangulate 
an object’s location thanks to precise GPS timestamps and the design of the LPWAN 
chip. It would be extremely hard, if not impossible, to fake a location of the object by 
feeding them wrong GPS coordinates. MXC’s LPWAN infrastructure solves the prob-
lem of robustness and the inequality of the network income, delivering the ultimate 
user experience to SMEs and MNCs.

Background
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Figure 3 illustrates the detailed technical stack of the MXProtocol infrastructure. The 
decentralized and autonomous LPWAN can be built on any permissionless block-
chain, such as Ethereum or DataHighway.

All LPWAN devices and miners are connected to the Supernodes that are hosted by 
blockchain companies, infrastructure companies, or even individuals from the com-
munity – this is all made possible by the MXC Controller. Based on this, the multi-to-
ken mining between LPWANs, Meta-XP and device provisioning are introduced to 
answer the LPWAN deployment considerations, as mentioned in section 3.1.3. The 
inter-chain data NFT marketplace is designed to facilitate the data movement be-
tween different LPWAN and dApps. Anyone can easily build the network for the 
metaverse and teleport the offline world to the online world by collecting the data 
from devices. 

Figure 3: Technical stack of the MXProtocol infrastructure

Background
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There are various unique blockchains that each serve a different purpose. Anyone 
can use cryptographic keys, anyone can be a node and join the network, and any-
one can become a participant to serve the network and seek validation like Data-
Highway, Polkadot, or Ethereum. Participants can walk away from being a node, 
return if and when they feel like it, and get a full account of all network activity 
since they have left. This is true decentralization.

In a permissionless blockchain like DataHighway, anyone has access to read the 
chain, anyone can make legitimate changes, and anyone can write a new block 
onto the chain as long as they follow the given rules. The decisions for permission-
less blockchains are made by the network participants in the structure of a decen-
tralized autonomous organization (DAO). The protocol is based on a consensus pro-
tocol. The permissionless blockchain provides a way to reach a consensus without 
the need to rely on a closed system called “Supernode” to accurately record finan-
cial transactions.

Anyone can host a supernode, as the process is automatically judged by MXC hold-
ers. The onboarding of Supernodes requires the following metrics:

- A lock of 6 million MXC towards the Supernode for liquidity provisioning
- A cloud server with enough resources

Anyone who fulfills the metrics will need to attend a governance event such as a 
referendum to become a MXC Supernode to facilitate the data movement.

The MXC Supernodes are designed as a layer-2 solution for billions of devices to let 
them interact with each other, and then book the necessary transactions to the per-
missionless blockchain.

5.1 Blockchain Supernodes
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The MXProtocol exists as an inclusive platform where all participants are encour-
aged to contribute. It is backed by the resources of numerous tokens, institutional 
investors, exchanges, and supporters based on a permissionless blockchain protocol. 
The permissionless blockchain design makes the MXProtocol efficient and indepen-
dent; the more people that use it, the more robust the network will be.

The blockchain has four key properties: decentralized control, low latency, flexible 
trust, and asymptotic security. In other words, the MXProtocol should run on a per-
missionless blockchain that has:

- A true decentralized network
- Quick transaction confirmation
- An anti-spam feature. There should be a preventive measure against nefarious us-
ers flooding the network (a DoS attack)

There should be a blockchain providing more privacy and efficiency for businesses 
and individuals collectively. The MXProtocol needs to be run on a secure and effi-
cient blockchain that can provide the devices with good connectivity.

The LPWAN applications introduced by MXC require further fragmented and dis-
crete transactions for sensitive data and services in an IoT realm. That is why MXC 
continues to develop upon the permissionless blockchain, making the MXProtocol 
more efficient and more suitable for the needs of LPWAN and IoT applications.

5.1.1 Features

5.1.2 Security and Efficiency
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The MXProtocol is a LPWAN platform protocol that brings efficiency and robustness 
towards the network and the users. For example, the more Supernodes in one region 
is not necessarily bringing more robustness to the network. There are, however, still 
several components inside the permissionless blockchain itself that the MXProtocol 
feels necessary to emphasize. For example, to ensure the long term stability of the 
LPWAN IoT projects, continued research is still required with regards to the current 
data interface. Real field deployment will need to be conducted in order to properly 
satisfy the plethora of data streams connecting from the LPWAN sensors/end devic-
es and ensure they are routed through the network seamlessly.

Due to the governmental regulations within the LPWAN spectrum, downlinks are a 
precious resource that are closely guarded by sensors and end devices. The MXPro-
tocol designed the Proof of Participation (PoP), which is a uniquely designed con-
sensus that encourages the maintenance of the network and downlinks. As these 
networks are targeted for enterprises and companies, more aspects should be con-
sidered in this design.

The decentralized wireless Web 3.0 network is not like the distributed ledgers; the 
hardware stays in one place and provides the network resources to the vicinity. A 
key industry-wide challenge is how to encourage the community to put the hard-
ware miner at a favorable spot and maintain the link resources without turning it off 
and stacking up together. PoP gives its own answer to the challenge. 

5.1.3 Long-Term Adoptions

6. Proof of Participation
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To further overcome industry-wide issues, the MXProtocol implements PoP with 
mining difficulty and miner health, designed to bring a high level of robustness to 
the network. Generally, public LPWAN deployments are pushed by both individuals 
and corporations who do so in order to maintain their reputations in that region. In-
troducing a PoP mechanism will cause network stability to multiply due to the fact 
that users can get more PoP validations with more reputation and vice versa. The 
purpose of this section is to examine the PoP design that would support a well-func-
tioning LPWAN ecosystem. The goals of the designs are to:

- Allocate network resources adequately
- Allow all sensors/end devices to trust a decentralized network and use it
- Offer network deployment validations, guiding a decentralized community to 
maintain a robust network
- Ensure that the decentralized LPWAN services are robust
- Power the decentralized network with autonomous governance to simplify and 
resolve any issues

6.1 Design Aims
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There are lots of variables, ranges, and methods relevant to PoP and its perfor-
mance. The goal is to allocate the MXC validations to the most stable and commit-
ted miners. The design and functionality of PoP is proposed in Figure 4. Sensors/end 
devices pay for services like Proof of Location, NFTs and AI after they purchase the 
device provisioning services. This influx of payment and service fees will be needed 
to be distributed to all miners globally. Depending on the PoP design, this means 
that all miners in every corner of the world can enjoy the validations of the network 
if they maintain the Web 3.0 infrastructure.

Figure 4: MXProtocol Proof of Participation stack 

6.2 Design and Implementation
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In the example illustrated in Figure 4, you can see that there are validation results 
needed in order to distribute the MXC to the multi-token miners thanks to the pay-
ment of the network services. Meta-XP functions as a checking protocol that deter-
mines whether miners are eligible to participate. If not, then the miner has to accu-
mulate more Meta-XP in order to see the validation results. Meta-XP is designed in a 
way that the M2 Pro Miner will be able to mine for centuries. You can see Meta-XP 
as an additional protocol layer to the ecosystem. If the validation results are good, 
the miner has options to choose which token they would like to receive as results for 
validating, but this can also be multiple tokens. In MXC’s case, miners can receive 
MXC as validation results and participate in the MXC governance including referen-
dums or the election of Supernodes.

Usually, the different kinds of tokens users select, such as MXC, DHX, or BTC, in-
crease network robustness since there are multiple assets staked and bonded. This 
also relates to Meta-XP and the PoP consensus mechanism.
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Sensors and devices will already be aware of the status of the gateway in advance, 
to make sure that the appropriate bid for the resources and services are made, 
which are provided by the network. To motivate the network administrator to main-
tain a robust LPWAN network, we define the following metrics of the gateway to let 
sensors/end devices bid for the dynamic prices:

- Mean time between failures (MTBF)
- Gateway density
- fuel tank size
- list of services available

The first key parameter used to measure the stability of the gateway on the net-
work is to determine and measure the downtime. It is highly recommended that a 
smaller MTBF would be more ideal than a larger one; this is due to the quality of 
service (QoS) that is required for the sensors. Thus, the high QoS sensors/end devices 
are willing to pay for the more stable LPWAN gateways.

The gateway density parameter which is expected to motivate the network ad-
ministrators to deploy more gateways in areas that have little to no coverage. As 
demonstrated, it’s already clear that sensors will be willing to pay for low gateway 
density with higher prices. Low density in the network means that the downlink 
channels and services are limited and that the prices will be high when sensors are 
competing with each other. Overall, it’s expected that this metric will push people to 
expand the network in order to provide a better network access to the LPWAN devic-
es.

Fuel tanks are an innovative design that is similar to Proof of Stake (PoS), encourag-
ing the network robustness and reaching a robust consensus mechanism. The MXC 
miner fuel tank is only available to certain brand miners due to the provisioning sys-
tem design; other brand miners will not have fuel tanks, as the stability of that (3rd 
party miner) hardware is not guaranteed.

From time to time, LPWAN will provide a list of services, e.g. firmware upgrades, 
GPS-free localization, or network configuration optimization. This allows all hard-
ware to be regularly kept up-to-date.

6.3 Miner Health Metrics
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To elaborate on Meta-XP, it is encouraging crypto users to maintain and build a 
commercial- ready and decentralized network. MXProtocol introduced the Meta-XP 
design to adjust the difficulty of the mining. Often we see in Bitcoin and Ethereum 
design that there are adjustments of mining difficulties depending on how many 
miners are participating in the network. MXProtocol introduces a similar idea, but 
Meta-XP is a coefficient from 0 to 1 that tells the network if a miner is more experi-
enced in the network, and encourages them to switch from MXC single token min-
ing to multi-token mining, so they can have the ultimate mining experience. The 
following are methods found in Meta-XP:

Hexagon Density
- The current limit of the hexagon is 10: if there are more than 10 miners within a 
hexagon, the later joiners will have a lower Meta-XP. However, there will be imple-
mentations or options of adding more Meta-XP to the newly joined miners to pro-
mote competition.

Altitude
- The network can gain more Meta-XP by increasing the deployment altitude; how-
ever, this metric is very hard to prove through air pressure or GPS coordinates since 
they can be easily faked. The MXProtocol designed Proof of Location to prove that 
the altitude is not tampered with. 

Total Uptime Accumulated
- Meta-XP measures the stability of the miner by how long it stays on the network; 
the longer it stays on the network, the more robust the network will be. Blockchain 
should encourage miners to use the fuel tank filled to mine multiple tokens like DHX 
or BTC to future increase the network stability.

6.4 Meta-XP
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With the increasing amount of LPWAN field deployments, the requirement of the 
stability and the robustness of the network is also increasing.

In 2025, there are expected to be more than 250 billion devices connected to the 
internet. If the majority of these are to use LPWAN, it can be assumed that it would 
put quite a demand on the network. As a result of this, the MXProtocol infrastruc-
ture has bridged the gap between different networks using the innovative protocol.

MXProtocol also allows for multi-token mining payments to the network, including 
multiple cryptocurrencies such as BTC, DOT, ETH, KSM and beyond. When the net-
work is supplied with multiple tokens, the stability and robustness of the network 
should be stronger than single token mining.

We define goals of the design for the LPWAN ecosystem below:
- Minimize the M2 Pro Miner downtimes in the region deployed with multiple sen-
sors already using the network.
- Allocate network payments to the M2 Pro Miners that empower the networks.
- Enable individual miners to choose the network validation results to diversify their 
holdings.
- Settle all monetary transactions in multiple currencies where the MXC token will 
be used as a utility and governance token.

7. Multi-Token Mining

7.1 Design Aims
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The design of multi-token mining is illustrated in Figure 5. The M2 Pro Miner owners 
are able to choose which cryptocurrency to mine. MXC should be locked in the cor-
responding wallet to mine from the pool of the paid network services. In the exam-
ple illustrated in Figure 5, we see that the M2 Pro that mined 100 MXC at the start 
and now is able to bond these MXC towards any desired cryptocurrency mineable.

Figure 5: Multi-Token Mining model 

7.2 Design and Implementation
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The BTC or other token mining pools are subject to the MXC controller payment for 
gateways, in which there are more tokens that can be selected and paid from fiat 
currencies. The pool size will change after a certain period of time as the NFTs and 
sensor devices are connecting from more places.

Such multi-token mining is expected to occur quite often when future deployments 
of LPWAN sensors become more dense. A multitude of tokens staked in the network 
is more stable as a single token pull out won’t affect the network. Thus, the multi-to-
ken mining solves the problem of the network stability in a free-licensed band com-
pletely.
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It is also possible to integrate third-party LPWAN miners to the MXC network, which 
will also enable the multi-token mining for other brands.

As Figure 6 shows, the MXC controller enables the miners to integrate with the 
LoRaWAN protocol to mine multiple tokens. It will create a fuel tank like the other 
M2 Pro miners and enable the data validations in the MXC network, but these third 
party miners are not equipped with location engine chips. They can’t provide Proof 
of Location and other services to the network, thus the participation cannot be that 
active as the M2 Pro’s participation.

Figure 6: MXC Controller third party integration

7.3 Third Party Integration
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Cryptocurrencies such as Streamr and IOTA all provide mechanisms to make sure 
that the data stream can be copied and transmitted from the owner to the consum-
er sequentially.

Is this successfully delivered? In these cases, the smart contract must rely on exter-
nal oracles from either the GPS data from the package or the LPWAN tag reading 
from the warehouse. The entire industry continually requires chains such as MXC to 
feed other chains smart contracts and the interdependent information to the appli-
cations.

Oracles are third party services which are not part of the blockchain consensus 
mechanism. The main challenge with oracles is that people need to trust these 
sources of information. Whether a website or a sensor, the source of information 
needs to be consistently trustworthy. In order to solve these issues, MXC proposed 
data as NFTs to work as oracles.

8. Inter-Chain Data Market
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Blockchains support NFTs in order to assist with exchanging external data. The rea-
son for this comes from the fact that blockchain applications such as OpenSea and 
RMRK exchange external data like pictures or music files between each other. As a 
result, they require location, real-world data feeds for assets and financial applica-
tions, and weather-related information for peer-to-peer insurance, all written with 
NFTs. Here we define the goals of the MXProtocol data market with respect to de-
signing data as NFTs (DaN):

- Facilitate data usage between different blockchains
- Establish a trusted resource for the external oracles
- Enable the purchase of a live real-world data stream
- Provide APIs for non-blockchain applications to access the data

8.1 Design Aims
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The MXProtocol inter-chain data market is built on both Ethereum and the Data-
Highway blockchain and provides an effective method to feed the other applications 
with LPWAN data NFTs captured by sensors and/or end devices.

Figure 7: Inter-Chain data NFT marketplace

8.2 Design and Implementation
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Figure 7 shows the example of the transaction between MXProtocol Data and block-
chains like Ethereum and DataHighway. MXProtocol feeds data to Ethereum/Data-
Highway as NFTs, and gets ETH/DHX payments as compensation. It only requires 
a simple protocol to trust that the data fetched from the MXProtocol data source is 
genuine and has not been tampered with. In addition to this, the rich data stream 
can also be used by external non-blockchain applications via Web APIs after the 
NFT is purchased by the Web 2.0 companies. 

Major blockchains like Ethereum and Polkadot are short in data for dApps, and 
the data that is provided by external Oracles aren’t essentially trustworthy. With 
the MXProtocol Inter-Chain Data Market, the generation and flow of the data can 
be tracked and verified publicly on the chain. Hence, the security issue for NFT re-
al-world data is solved internally with MXProtocol.
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Polkadot is essentially a protocol that communicates between different networks. It 
solves consensus and transaction deliveries between different chains. DataHighway 
is a project that is built by an ex-parity team as a DAO.Featuring a parachain as a 
service, DataHighway will be the project to host all kinds of real-world data NFT 
transactions.

Cosmos is created to be the interface between blockchains and smart contracts. In-
stead of using relay-chains as shared security, Cosmos’ design provided inter-block-
chain communications protocol (IBC) hub infrastructure for holding and transferring 
the interchain data to the smart contracts. 

The MXProtocol inter-chain data market uses the idea and mechanisms developed 
by both Polkadot and DataHighway to deal with the consensus, privacy, transac-
tion deliveries and security. A separate whitepaper on DataHighway is released to 
elaborate on this design.

8.3 Polkadot and Cosmos
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A location is a very rare resource that needs to be calculated by radio signals. Cur-
rently, there are three methods to calculate a location. First is a GPS signal, which 
only works outdoors, and can easily be tampered with as GPS radios can be emu-
lated by software to fake a location. Secondly, IP address calculations, this is a da-
tabase technology that relies on the accuracy of the data input about a certain IP 
address, and often a VPN service can get a new IP for you to fake a location. Thirdly, 
a Bluetooth-based location tracking, companies such as Apple are using it and it is 
hard or nearly impossible to fake the Bluetooth receiver that is held by the general 
public, as they pass by the Bluetooth tags and tell the network the exact location of 
the object in a decentralized approach.

MXProtocol designs the Proof of Location to solve the problem that Bluetooth often 
fails to solve – distance. While Bluetooth only reaches 100-200 meters, MXC miners 
can reach 1-40km to determine the location of the object in a decentralized way, as 
the miners are held by different users. 

Proof of Location is a localization algorithm that utilizes LPWAN uplink data with 
timestamps to triangulate the location of LPWAN sensors and M2 Pro miners. In 
order to triangulate the sensors, the algorithms first confirm the location of the min-
ers with the downlinks they sent to the sensors. With regular downlink peer listen-
ings, the algorithm is able to filter out the tampered miner locations as they can’t be 
heard by peer M2 Pro miners. Those miner locations are confirmed by the Proof of 
Location and then can respond to the uplink request for location services.

9. Proof of Location
9.1 Design Aims
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In Figure 8 we can see how a sensor NFT’s Proof of Location works. Firstly the sensor 
sends data that can be picked up by the miners as usual. Each data packet will be 
time stamped in the miner with precise time of arrival; this feature is executed by 
the hardware chip inside the M2 Pro miners. The third party miners won’t be able to 
provide this service due to the hardware limits.

Next, the MXC Controller needs to rule out the tampered locations of the miners or 
inaccurate ones with bias and peer Proof of Location data, if the miner is not physi-
cally located there or always changes locations, the Proof of Location can easily ex-
clude this kind of data. Time difference of arrival (TDOA) based on location requires 
at least 3 miners with valid locations to calculate; the more miners present, the more 
accurate the location data will be.

All the miners that can provide Proof of Location will be able to validate more MXC 
results than the third party miners.

Figure 8: Proof of Location design
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It is expected that miners need to be equipped with Semtech SX1303 chips or others 
that have accurate timestamp functions in order to provide the location services.

The bias and credibility of the location data feed is also dependent on the Meta-XP 
and miner health factors of the miner, as the location data is mostly self-reporting 
and peer verified by the Proof of Location networks that are built by the community.

There are lists of services that LPWAN can provide to the sensors/end devices. For 
example, an over-the-air firmware update should be multi-casted to the sensors and 
calculate the position, which requires no computation for the resource-limited sen-
sors

Such a service requires resources of both a miner and the Supernode. Hence, MXC 
Controller will specify whether it is willing to pay for the service and its accuracy. 
The more gateways that receive the packets, the more accurate the position will be.

In addition to this, data NFTs can also facilitate data transactions and would need 
a service to provision and provide the NFT to the blockchain. MXC Controller is de-
signed to bridge the users and supernode/miners for NFT provisioning services.

Through the MXC Controller design, it is possible that the sensors/end devices pay 1 
USD for lifetime free usage of the network, while choosing the available services to 
subscribe or pay. The outcome of the design will be as follows:

- Some sensors/end devices get the services and the resources that they demand 
through auction
- Network deployments receive a compensation by offering services and resources 
to the LPWAN sensors/end devices
- All the monetary transactions are done automatically in MXC/BTC/DOT without 
human intervention

9.2 Design and Implementation

9.3 MXC Controller
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Meta X Connect’s partner MatchX has released the MatchX LPWAN gateway, the 
M2 Pro low-power multi-token miner, and the LPWAN module with development 
kits. It has reached more than 170 countries with distributors in Australia, North 
America, Asia, and Europe.

10. Development Progress
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