
CYBER

SECURITY 

INDEX
For the Broker's Services



WHAT IS CSI?



HOW IT WORK!

01 Give us your time slots

02 Scan for vulnerabilities

Get the report and histories03

Review the vulnerabilities

continuously improvement04



GOAL

Automate the security assessment

Report the result of the security

system to its owner. Each report

will be auto-generated.

The security assessment should be

able to scale and secure.

Show information and

vulnerabilities  of the brokers’

security system.



Our Security Assessment Types

Area of the testSecurity Accessment



Gather infomation Exploit

Simulate Cyber AttackReport



SYSTEM 

DIAGRAMS





FEATURES



Add the endpoint and share it a

pool within the company

Get the scan history status record 

Generate the report and down load

it

Create the scan from the template

View over all endpoint request from

all company

BROKER'S FIRM ADMIN



Core System



Carbone

DNSMap
/Amass

Dirb
Searchsploit

/CVE

Nmap

SQLMapHydra

Reconnaissance

Exploitation

Report
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USAGES AND

EXPERIMENTS



COMPANY POOL ENDPOINT



ADMIN PANEL



USER'S SCANNING HISTORY



USER'S SCANNING HISTORY



INNITIATE SCAN FROM THE TEMPLATE



STORING THE LOG IN

OBJECT STORAGE



MANAGING ACCOUNT



DATA MANIPULATING

Log file

Filtered file



DEMO



PROBLEM &

MISSING FEATURE



NO USER FORM TO TELL THE

AVAILABLE TIME SLOT



NO AVAILABLE TIME SLOT AND CRON

SUBMISSION



IDENTIFY THE USER WHEN THE SCAN WAS

NOT SUCCESSFUL



AUTOMATE LOGIN WITH SELENIUM



ENCRYPT THE REPORT



Thank you for

your attention


