SELECT BIBLIOGRAPHY

Big Data Technology and National Security

Comparative International Perspectives on Strategy, Policy and Law

Law and Policy Program
Data to Decisions Cooperative Research Centre

June 2018
Research Team

Professor Louis de Koker, Program Leader
Professor Janet Chan, Project Leader
Professor Danuta Mendelson, Key Researcher
Associate Professor Lyria Bennett Moses, Key Researcher
Dr Alana Maurushat, Key Researcher
Mr David Vaile, Key Researcher
Mr Mike Gaffney, Researcher
Mr Gregory Sadler, Researcher
Mr Patrick Grierson, Researcher
Mr Daniel Cater, Project Research Assistant

Other research assistants
Ms Alana James
Ms Sonam Gordhan
Mr Jax Arnold

Interns* (in alphabetical order)
Ms Kendy Ding
Mr Ciaran Finnane
Ms Monica Ma
Mr Kevin Tsu
Mr Atul Vidhata
Mr Vincent Wan
Ms Jacqueline Yip

Select Bibliography

Principal author
Mr David Vaile

Research assistance
Mr Jax Arnold
Ms Alana James
Mr Daniel Cater
Ms Sonam Gordhan

*All interns made significant contributions to this volume.

Other Reports from this Project

Australia Report
Canada Report
UK Report
Methodology Report
Comparative Report

Technical References [for Australia Report]
# Table of Contents

A. ARTICLES, BOOKS AND REPORTS ............................................................................................................. 1  
   Law ......................................................................................................................................................... 1  
   Sociological .......................................................................................................................................... 12  
   Technical and Scientific ....................................................................................................................... 13  

B. CASES .................................................................................................................................................. 16  
   Australian cases ...................................................................................................................................... 16  
   Canadian cases ...................................................................................................................................... 16  
   UK cases ................................................................................................................................................ 17  
   US cases ................................................................................................................................................ 18  
   EU Cases ............................................................................................................................................... 18  

C. LEGISLATION ....................................................................................................................................... 19  
   Australia ................................................................................................................................................ 19  
   Canada .................................................................................................................................................. 23  
   UK ......................................................................................................................................................... 24  
   US ......................................................................................................................................................... 25  

D. PARLIAMENTARY MATERIALS ............................................................................................................. 25  
   Australian Parliamentary materials ........................................................................................................ 25  
   Canadian Parliamentary materials ......................................................................................................... 29  
   UK Parliamentary materials .................................................................................................................. 30  

E. GOVERNMENT AND POLICY MATERIALS ........................................................................................... 31  
   Australia ................................................................................................................................................ 31  
   Canada .................................................................................................................................................. 40  
   UK ......................................................................................................................................................... 41  
   US ......................................................................................................................................................... 47  
   EU ......................................................................................................................................................... 48  
   Other, including international ................................................................................................................. 49  

F. TREATIES AND INTERGOVERNMENTAL AGREEMENTS ETC. .............................................................. 49  

G. OTHER .................................................................................................................................................. 51  
   Newspaper and electronic newspapers ................................................................................................. 51  
   Internet Materials ................................................................................................................................... 54  
   Television .............................................................................................................................................. 55  
   Blog posts etc. ..................................................................................................................................... 55  
   Speeches ............................................................................................................................................... 57
A. Articles, Books and Reports

Law


M Batty, ‘Big Data, Smart Cities and City Planning,’ (2013) 3(3) *Dialogues in Human Geography*


T Brennan and Oliver WL ‘The emergence of machine learning techniques in criminology’ (2013) 12 *Criminology & Public Policy* 551


RV Clarke, ‘Crime science’ in E McLaughlin and T Newburn (eds) Handbook of Criminological Theory (SAGE, 2010) 271


Council for Big Data Ethics and Society (2014), <http://bdes.datasociety.net/>


C Dwork, ‘Differential Privacy’ 33rd International Colloquium on Automata Languages and Programming (ICALP), Lectures in Computer Science, 2006 <http://dx.doi.org/10.1007/11787006_1>


Keiran Hardy, 'Sweeping Security Law Would Have Computer Users Surrender Privacy', The Conversation, 16 September 2014. <URL>


R Kitchin, *The Data Revolution: Big Data, Open Data, Data Infrastructures and Their Consequences* (SAGE, 2014)


Julia Lane, Victoria Stodden, Stefan Bender, Helen Nissenbaum (eds.) *Privacy, Big Data, and the public good: Frameworks for Engagement* (Cambridge UP, 2014)


Aleksandr V Litvinov, ‘The Data Protection Directive as Applied to Internet Protocol (IP) Addresses: Uniting the Perspective of the European Commission with the Jurisprudence of Member State’
David Lyon, ‘Surveillance, Snowden, and Big Data: Capacities, consequences, critique’ (July–December 2014) Big Data & Society 1
<http://bds.sagepub.com/content/spbds/1/2/2053951714541861.full.pdf>


J Manyika, M Chui, B Brown, et al. ‘Big Data: The next frontier for innovation, competition and productivity’ (McKinsey Global Institute, 2011)
<http://www.mckinsey.com/insights/business_technology/big_data_the_next_frontier_for_innovation>

Andrew P MacArthur, ‘The NSA Phone Call Database: The Problematic Acquisition and Mining of Call Records in the United States, Canada, the United Kingdom, and Australia’ (2007) 17 Duke Journal of Comparative & International Law 441-482
<http://scholarship.law.duke.edu/djcil/vol17/iss2/5>


J McCulloch, ‘Risks and opportunities in big data — how well adapted are Australia’s privacy laws?’ (2015) 20 Media and Arts Law Review


Australian persons, defined as Australian citizens or permanent residents.


Rob Nicholls and Michelle Rowland, ‘Regulating the use of telecommunications location data by Australian law enforcement agencies,’ (2008) 32 *Criminal Law Journal* 325


NewsWire
< http://search.proquest.com/docview/455747811/fulltext?accountid=12763


R Procter, F Vis and A Voss, ‘Reading the riots on Twitter: Methodological innovation for the analysis of Big Data’ (2013) 16(3) International Journal of Social Research Methodology 197


<http://scholarship.law.gwu.edu/cgi/viewcontent.cgi?article=2093&context=faculty_publications>

<http://ssrn.com/abstract=667622>

<http://digitalcommons.mcgeorge.edu/facultyarticles/133>

Chrysanthea Smyrnis, ‘ASIO Adverse Security Assessments: Fleeing Persecution to Persecution?’ Border Crossing Observatory *Spotlight* (online), July 2012 


<http://scholarlycommons.law.northwestern.edu/cgi/viewcontent.cgi?article=1191&context=njtip>

Athan Theoharis, Richard Immerman, Loch Johnson, Kathryn Olmsted, and John Prados (eds), The Central Intelligence Agency: Security under Scrutiny (Greenwood Press, 2006) 
<http://www.academia.edu/7964932/The_Central_Intelligence_Agency_Recent_Titles_in_Understanding_Our_Government_The_Environmental_Protection_Agency_Cleaning_Up_Americas_Act>

A Tockar, ‘Tiding with the Stars: Passenger Privacy in the NYC Taxicab Dataset,’ Neustar Research, 15 September 2014 


<http://scholarship.law.upenn.edu/jil/vol36/iss2/3>

<http://www.researchgate.net/publication/228426701_Hot_spots_and_cold_comfort_The_importance_of_having_a_working_thermometer>

<http://search.informit.com.au/fullText;dn=20062859;res=AGISPT>
C D Uchida, ‘Predictive policing’ in G Bruinsma and D Weisburd (eds), Encyclopedia of Criminology and Criminal Justice (Springer, 2013) 3871–3880

David Vaile, Alana James, Lyria Bennett-Moses, Louis De Koker and Alana Maurushat, Review of Barriers to Open Data and Related Re-use of Information in Five Exemplar Federal Data Sets (November 2014) Report available on file with authors.

David Vaile, Kevin Kalinich, Patrick Fair and Adrian Lawrence, Data Sovereignty and the Cloud - Technical, legal and risk governance issues around data hosting and jurisdiction, Cyberspace Law and Policy Centre (UNSW, 2013) 40; UNSW Law Research Paper No. 2013-84, 40 <http://ssrn.com/abstract=2369660>


PA Watters and N Phair, ‘Detecting illicit drugs on social media using Automated Social Media Intelligence Analysis’ in Y Xiang, J Lopez, C-CJ Kuo et al. (eds), Cyberspace Safety and Security Lecture Notes in Computer Science (Springer, 2012), 66–76


Petra Wilson, ‘Legal issues of data anonymisation in research’ (2004) BMJ 328 <http://www.bmj.com/content/328/7451/1300> [methods of de-identification for research purposes]

Steven Wilson, ‘Big Privacy’ Rises to the Challenges of Big Data’, Constellation Research Inc. 2014. On file with authors.


John C Yoo, ‘The Legality of the National Security Agency’s Bulk Data Surveillance Programs’ (2014) 10 ISJLP 301 <http://scholarship.law.berkeley.edu/facpubs/2429>


Sociological


Alvaro M. Bedoya, Why I Walked Out of Facial Recognition Negotiations(30 June 2015) Slate
<http://www.slate.com/articles/technology/future_tense/2015/06/facial_recognition_privacy_talks_why_i_waked_out_out.2.html>

Kate Crawford et al., ‘Pedagogical Approaches to Data Ethics’ (2015) Data and Society Research Institute


Jacob Kohnstamm, Mauritus Declaration on the internet of all things, 36th International Conference of Data Protection and Privacy Commissioners (Balaclava, 14 October 2014)
<http://www.privacyconference2014.org/media/16596/Mauritius-Declaration.pdf>


**Technical and Scientific**


Francesco Bonchi, Elena Ferrari, Privacy-Aware Knowledge Discovery: Novel Applications and New Techniques (CRC Press, December 2010)

Zins Chaim, ‘Conceptual approaches for defining data, information, and knowledge’ (2007) 58(4) *Journal of the American Society for Information Science & Technology* 479


Book


George Duncan, Mark Elliot and Gonzalez Juan Jose Salazar, *Statistical Confidentiality Principles and Practice* (Springer-Verlag New York, 2011)


Khaled El Emam, *Risky Business: Sharing Health Data While Protecting Privacy* (Trafford 2013)


Article [Text/A. /technical/]


Rob Kitchin, *The Data Revolution: Big Data, Open Data, Data Infrastructures and Their Consequences* (Sage, 2014)


F Pasquale, The Black Box Society (Harvard University Press, 2015)

J Pearl, Causality: Models, Reasoning and Inference (Cambridge University Press, 2000)


M Traunmueller, G Quattrone and L Capra ‘Mining mobile phone data to investigate urban crime theories at scale’ in Aiello LM and McFarland D (eds), Social Informatics: Lecture Notes in Computer Science (Springer International Publishing, 2014) 396–411

U.S. Public Policy Council of the Association for Computing Machinery, “Big Data and Consumer Privacy in the Internet Economy” (2014) 79 FR 32174 <URL>


Leon Willenborg, Ton de Waal, *Elements of Statistical Disclosure Control* (Springer-Verlag New York, 2001)

Xinxin Liu, Xiaolin Li, *Location Privacy Protection in Mobile Networks* (Springer-Verlag New York, 2013)


**B. Cases**

**Australian cases**


*Johns v ASC* (1993) 178 CLR 308

*Electrolux Home Products Pty Ltd v Australian Workers’ Union* [2004] HCA 40; 221 CLR 309


*Google Inc v Australian Competition and Consumer Commission* [2013] HCA 1; 249 CLR 435; at [18]

*R v Matthew Trevor Flannery* (Unreported, Local Court of NSW, Magistrate Derek Lee, 28 August 2014)


**Canadian cases**

*Canada (Information Commissioner) v. Canada (Commissioner of the Royal Canadian Mounted Police)* [2003] 1 SCR 66

*Mirarchi v R* (2012) QCCS 7087


*Merk v. International Association of Bridge, Structural, Ornamental and Reinforcing Iron Workers, Local 771* [2005] 3 SCR 425


*R v Mirarchi* (2016) QCCA 597

*R v Rogers Communications* [2016] ONSC 70

*R v Spencer* [2014] 2 SCR 212

*R v Telus Communications Co* [2013] 2 SCR 3
Wakeling v United States of America [2014] 3 SCR

X (Re) (2013) FC 1275R v Spencer [2014] 2 SCR 212

**UK cases**

Bank Mellat v Her Majesty's Treasury [No 2] [2013] UKSC 39; [2014] AC 700; 3 WLR 170

Bartsch v Bosch und Siemens Hausgeräte (BSH) Altersfürsorge GmbH (Case C-427/06) [2008] ECR I-7245

de Freitas v Permanent Secretary if Ministry of Agriculture, Fisheries, Lands and Housing [1999] 1 AC 69

DPP v Beghal [2015] UKSC 49

Durant v Financial Services Authority [2003] EWCA Civ 1746

Huang v Secretary of State for the Home Department [2007] 2 AC 167

Joined Cases of Digital Rights Ireland Ltd v Minister for Communications, Marine and Natural Resources and Seitlinger and Others (Court of Justice of the European Communities, C-293/12 and C-594/12, 8 April 2014)

Liberty v Government Communications Headquarters; Privacy International v Secretary of State for Foreign and Commonwealth Affairs; American Civil Liberties Union v Government Communications Headquarters; and other cases [2015] UKIPTrib 13_77-H_2, [2015] All ER (D) 231 (Jun)


Pham v Secretary of State for the Home Department [2015] UKSC 19; [2015] 1 WLR 1591

R (British Sugar plc) v Intervention Board for Agricultural Produce (Case C-329/01) [2004] ECR I-1899 [59-60]

R (Lumsdon) and others v Legal Services Board [2015] UKSC 41; [2015] 3 WLR 121

R (Nicklinson) (Rev 1) [2014] UKSC 38; [2015] 1 AC 657

R v Shayler [2002] UKHL 11

The Queen on the application of David Davis Mp, Tom Watson Mp, Peter Brice, Geoffrey Lewis - v - The Secretary Of State For The Home Department, and interveners Open Rights Group, Privacy International, The Law Society Of England And Wales, [2015] EWHC 2092 (Admin), High Court Of Justice, Queen’s Bench Division, Divisional Court, 17 July 2015 <URL?>
US cases


Reid v. Ingerman Smith LLP et al, 1:12-cv-00307 (E.D.N.Y Dec. 27,2012)


In Re Order requiring Apple, Inc. to assist in the execution of a search warrant issued by the court, Memorandum and Order, James Orenstein, US District Court, Case 1:15-mc-1902 (JO) Document 30 (7 March 2016) <https://www.eff.org/files/2016/03/07/e.d.n.y._1-15-mc-01902_30.pdf>

EU Cases

Google Spain Sl, Google Inc. v Agencia Española de Protección de Datos, Mario Costeja González (2014) C-131/12


Court of Justice of the European Union, PRESS RELEASE No117/15 Luxembourg, 6 October 2015

Court of Justice of the European Union, Judgment in Case C-362/14 Maximillian Schrems v Data Protection Commissioner, 6 October 2015
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Senate Legal and Constitutional Affairs References Committee, Comprehensive revision of the Telecommunications (Interpretation and Access) Act 1979, Hansard, 2 February, 2015
<http://parlinfo.aph.gov.au/parlInfo/download/committees/commsen/5041f7c9-7d50-4b66-85ef-9796e47cb806/toc_pdf/Legal%20and%20Constitutional%20Affairs%20References%20Committee_-_2015_02_02_3150_Official.pdf;fileType=application%2Fpdf#search=%22committees/commsen/5041f7c9-7d50-4b66-85ef-9796e47cb806/0004%22>


Canadian Parliamentary materials

Craig Forcese and Kent Roach, ‘Proposed Amendments to Bill C-51 that Satisfy Government Security Objectives and are Designed to Minimize Negative “Second Order” Consequences, Reflect Learning from Commissions of Inquiry and Honour Constitutional Expectations’, draft for comment and discussion ( 4 March 2015)
<http://static1.1.sqspcdn.com/static/f/842287/26008808/1425473165997/Proposed+Amendments+C51+Draft+Forcese+and+Roach.pdf?token=MNmstYhEoEGPe0eV8QSP32fjvno%3D>

House of Commons, Standing Committee on Public Safety and National Security, Review of the Findings and Recommendations Arising from the Iacobucci and O’Connor Inquiries, 3rd Report. 40th Parliament, 2nd Session (June 2009)


Security Intelligence Review Committee (SIRC), Lifting the Shroud of Secrecy - Thirty Years of Security Intelligence Accountability Annual Report 2013-2014 (30 September 2014)
UK Parliamentary materials

Jacqueline Beard and Sally Lipscombe, *The retention and disclosure of criminal records*, Briefing Paper CBP6441, House of Commons Library, 12 August 2015
<http://researchbriefings.parliament.uk/ResearchBriefing/Summary/SN06441>

<http://www.publications.parliament.uk/pa/cm201516/cmpublic/investigatorypowers/Memo/IPB06.htm>


<http://www.publications.parliament.uk/pa/jt201617/jtselect/jtrights/104/10403.htm#_idTextAnchor000>


<http://www.publications.parliament.uk/pa/id200809/idselect/idconst/idconst.htm>
<http://www.publications.parliament.uk/pa/id200809/idselect/idconst/18/1802.htm> ToC

<http://www.publications.parliament.uk/pa/id200809/idselect/idconst/114/11403.htm>


Intelligence and Security Committee, *Annual Report 2010-2011*, Cm 8114


Parliamentary Office of Science and Technology, Social Media and Big Data POSTNOTE Number 460 (March 2014)

Public Bill Committee *Investigatory Powers Bill* House of Commons Sixteenth Sitting Tuesday 3 May 2016 (Evening) 682
<http://www.publications.parliament.uk/pa/cm201516/cmpublic/InvestigatoryPowers/160503/pm/PBC_Investigatory%20Powers%2016th%20sit%2028pm%29%203.5.16.pdf>
<http://www.publications.parliament.uk/pa/cm201516/cmselect/cmsctech/573/57302.htm> or  

E. Government and policy materials

**Australia**

*Government MoUs and similar agreements*


CrimTrac Partnership MOU (29 June 2006)  

CrimTrac (Original Agreement establishing the CrimTrac organisation) (July 2000)

IGIS and Information Commissioner MoU (2 May 2012)  

IGIS and Cth Ombudsman MoU (14 December 2005)  

*Other Government Material - AU*

**Commonwealth**


Attorney General's Department (AGD), *Australian Criminal Intelligence Model (ACIM)*, (not online?)  

Australia New Zealand Policing Advisory Agency (ANZPAA), *Protocol on Information sharing for Serious and Organised Crime*

Australia New Zealand Policing Advisory Agency (ANZPAA), *Protocol on Multi-jurisdictional Investigations for Serious and Organised Crime*

Australia New Zealand Policing Advisory Agency (ANZPAA), *Protocol for Law Enforcement Agencies on Cybercrime Investigations*
Australian Crime Commission (ACC), *Organised Crime Threat Assessment* (OCTA) (not online; classified)


Attorney-Generals Department (AGD), *Proposed Data Set for Telecommunications (Interception and Access) Amendment (Data Retention) Bill 2014*, (undated, late 2014?)


Attorney General’s Department (AGD), Telecommunications interception reviews (undated)

Attorney General’s Department (AGD), *Telecommunications and surveillance annual reports*, website (undated)


Attorney-General’s Department, ‘Data Retention Facts: Keeping our community safe - Fact sheet’, AGD, undated (late 2014 to April 2015?)  

Attorney-General’s Department (AGD), *Information security management guidelines*, Australian Government (1 November 2014) v2.0  

Attorney-General’s Department (AGD), *Guidelines for the implementation of the Public Governance, Performance and Accountability (Protective Security Policy) Order 2015, July 2015*  

Attorney-General’s Department (AGD) and Minister for Finance, Public Governance, *Performance and Accountability Order 2015 (“Protective Security Policy Order”), in draft October 2015*


Attorney-General’s Department, Protective Security Policy Section, *Australian Government information security management core policy*, 6 May 2015,  


Australian Government Defence Science and Technology Group, *Intelligence Analytics*


<https://www.protectivesecurity.gov.au/ExecutiveGuidance/Pages/default.aspx> or


Commonwealth Data Matching Working Group, Improving the Integrity of Identity Data: Data Matching – Better Practice Guidelines, 2009


Department of Finance and Deregulation, AGIMO, *The Australian Public Service Big Data Strategy: Improved understanding through enhanced data-analytics capability*, Australian Government,


Department of Prime Minister and Cabinet, *Public Sector Data Management*, July 2015


*Protective Security Manual* (PSM)
NSW


Victoria


Canada

**Government**


Review of the Findings and Recommendations Arising from the Iacobucci and O’Connor Inquiries, Report of the Standing Committee on Public Safety and National Security (June 2009)


**Canadian NGO and civil society**


**UK**

**Government material**


Cat Drew, 'Data Science ethics' on Data in government (8 December 2015) <https://data.blog.gov.uk/2015/12/08/data-science-ethics>


Data Archive, Ethical/legal overview, Data Archive site, University of Essex, (undated) <http://www.data-archive.ac.uk/create-manage/consent-ethics/legal>


GCHQ, Who we are, GCHQ web site (undated) <https://www.gchq.gov.uk/who-we-are>

GCHQ's Compliance Guide, in force from June 2014 onwards (March 2016)


Home Office, 'Investigatory Powers Bill Factsheet – Authorisation' (Factsheet, Home Office, 4 March 2016)  
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